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Cyber Coverage
DOES YOUR CLIENT QUALIFY?

Cyber markets are asking applicants the following
questions before issuing coverage

Do you allow remote access to your network?
Do you use multi-factor authentication (MFA)
to secure all remote access?
Do you require a virtual private network (VPN)?
Do you use multi-factor authentication (MFA)
for cloud-based email account access?
Do you regularly (at least annually) provide
cyber security awareness training, including
anti-phishing, to all staff who have access to
your organization’s network or
confidential/personal data?

Do you implement critical patches (within
2 months)
Do you scan incoming emails for malicious
attachments and/or links? Do you protect
all of your devices with anti-virus, anti-
malware, and/or endpoint protection
software? 
Do you regularly back up critical data?

If "no" is answered to any of the
above questions, cyber markets
will be limited.

Our carriers offer risk
management resources to help
the insured avoid breaches!
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